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N.B.
1) All questions are COMPULSORY.
2) All questions carry EQUAL marks.
= ~ Q.1 Explain in detail how the Information Technology Act provides for safeguarding
' the Critical Information Infrastructure, including communication networks and
power grids. (Related Provisions).
OR
Q.1 “Cyber terrorism involves defacing websites and making them inaccessible to the
public thereby causing inconvenience and financial losses.” Explain the provisions
of the ITAA 2008 to deal with cyber terrorism.
Q.2 Explain how cybercrime involves the use of computer as a tool or target or both.
OR
Q.2 Write a detailed note on the power and procedure of the Cyber Appellate Tribunal
with reference to related sections and-provisions under the IT Act (Amended 2008).
Q.3 Bring out the scope, salient featurés and importance of the National Cyber Security
Policy 2013.
OR
Q.3 Explain in detail the concept of Jurisdiction for civil matters (Compensation related)
in cyber space with special reference to section 61 of the ITAA 2008.
Q.4 Write short notes on:
a) Cyber contracts
b) Problems in taxing e-commerce
OR
Q.4 Write a detailed note on the concept and nature of Intellectual Property in Cyber
Space with special reference to copyright infringement and domain name disputes.
Q.5 Discuss the conditions for the admissibility of electronic evidence under the ITAA
2008 as well as the Amended Indian Evidence Act.
OR
Q.5 Who is an ‘Intermediary’? What are the liabilities of an ISP under the ITAA, 2008?




